


 

 
A report on “AWARENESS ON CYBER ATTACKS” 

14/02/2025 at Chirravuru Village 
 

 

 
Details of the Event: 
Date of the Event  :  14-02-2025    
Name of the Event :  Awareness on Cyber Attacks    
No. of Hours  :  01:30 PM To 04: 30 PM 
Venue of the Event :  Chirravuru Village 
No. of Participants :  Students: 97, Faculty: 02 
No. of Beneficiaries :  1250 



 
Description of the Event: 

On February 14, 2025, KLEF-CEA organized a door-to-door campaign to raise awareness 

about cyber attacks and online safety in the community. The event aimed to educate 

residents on the growing threats of cybercrime, including phishing, identity theft, and data 

breaches, while providing practical tips for protecting personal information and securing 

online accounts. Volunteers visited homes, offering informative brochures, demonstrating 

security measures like strong passwords and two-factor authentication, and addressing 

residents' concerns about internet safety. The campaign was well-received, with many 

participants expressing greater awareness and a stronger commitment to protecting their 

digital lives from potential threats. 

 

Objectives: 

The objectives of the Awareness on Cyber Attacks door-to-door campaign would be: 

1. Educate the Community: Raise awareness about the risks and types of cyber attacks, 

such as phishing, malware, and identity theft, among local residents. 

2. Promote Online Safety Practices: Provide practical tips and strategies for securing 

personal devices, accounts, and data, including the use of strong passwords, two-factor 

authentication, and safe browsing habits. 

3. Increase Cyber Hygiene: Encourage individuals to adopt better cyber hygiene practices to 

protect themselves from becoming victims of cybercrime. 

4. Address Misconceptions: Correct common misconceptions about cyber threats and 

digital security, ensuring residents understand the importance of online safety. 

5. Highlight Available Resources: Inform residents about tools, software, and resources 

available to help protect their devices, as well as how to report incidents of cyber attacks. 

6. Build Community Resilience: Foster a sense of collective responsibility in the community, 

emphasizing that everyone plays a part in maintaining cyber security and protecting 

personal information. 

7. Empower Vulnerable Groups: Target vulnerable populations, such as the elderly or less 

tech-savvy individuals, with tailored advice to help them navigate the digital world safely. 

 



This campaign aims to create a safer, more informed community by equipping residents 

with the knowledge and tools to protect themselves from cyber threats. 

 

Outcome:  

The Awareness on Cyber Attacks door-to-door campaign successfully informed and 

empowered the community, significantly improving residents' understanding of cyber 

threats and online safety. By engaging individuals directly in their homes, the campaign 

provided clear guidance on how to protect personal information, avoid common scams, and 

secure digital devices. Many residents reported feeling more confident in their ability to 

identify potential cyber threats and take preventive measures, such as setting stronger 

passwords and enabling two-factor authentication. Additionally, the campaign sparked 

ongoing conversations about cyber security, with participants expressing a commitment to 

sharing the knowledge they gained with friends and family, ultimately creating a more 

cyber-aware and vigilant community. 

 

Impact of the Society:  

The Awareness on Cyber Attacks door-to-door campaign had a significant and lasting 

impact on society by raising the collective digital literacy and security consciousness of the 

community. It helped demystify the dangers of cybercrime, enabling residents to recognize 

and respond to potential threats with greater confidence. As a result, there was a marked 

reduction in vulnerability to common cyber attacks, with more people adopting protective 

measures such as using secure passwords and recognizing phishing attempts. The campaign 

also fostered a culture of proactive online safety, with individuals becoming more inclined 

to share knowledge about cyber security within their families and social circles. Ultimately, 

it created a more resilient and informed society, better equipped to navigate the digital 

world securely. 

 

 

 

 

 



Event Photos:  

    

    

   

   








