


 
 
 

   Discovering Networks with Nmap 
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Organizing Department: Computer Science and Engineering 

 

      DETAILS OF THE EVENT: 

 

OBJECTIVE: 

The objective of this event is to familiarize participants with the use of Nmap, a powerful network 

scanning tool, to discover devices and services running on a computer network. Participants will learn 

about various scanning techniques and how to interpret the results obtained from Nmap scans. 

 

 

REPORT: 

We aimed to equip participants with practical skills in network reconnaissance using Nmap, a widely- 

used network scanning tool. Through hands-on sessions, attendees gained insight into various scanning 

techniques, including identifying open ports, services, and operating systems. The event emphasized the 

significance of network security assessment and vulnerability detection in cybersecurity practices. 

Overall, the event fostered a deeper understanding of Nmap's capabilities and generated enthusiasm for 

further exploration into cybersecurity tools and methodologies among participants. 

 

      OUTCOMES: 

• Participants gained a comprehensive understanding of Nmap and its capabilities. 

• Hands-on experience in conducting network scans using Nmap. 

• Learned techniques for identifying open ports, services, and operating systems. 

• Understanding of the importance of network reconnaissance in cybersecurity. 

• Enhanced skills in network security assessment and vulnerability detection. 



Fig: Participants taking hands on session with Nmaps @ 21.09.2022 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig: Participants Listening to the presentation on Nmaps @ 21.09.2022



 

 

 

 

 

 

 

 

Date & Time Name of the Event Venue 

21-09-2022 

10:00 A.M to 5:00 P.M 
Discovering Networks with Nmap C-425 



 

 



 



 

 


